
Torus key cabinets are integrated with 

ZKTeco’s advanced ZKBioSecurity 

management software.  Only authorized 

personnel can remove keys from the 

cabinet after correctly verifying their 

identity.  Regardless their work location, 

system administrators know the precise 

location and return-time of every key 

removed from the cabinet.

Integrated key management & access control

Manage
Administrator uses ZKBioSecurity 

software to create authorized 
key-users and assign access rights.

Authenticate
Authorized key-users present their
credential (card, phone, biometric)

to the ZKTeco multi-credential 
reader mounted on the cabinet.

Audits
Comprehensive reporting.

All transactions are automatically                     
recorded in real-time and are                                          

accessible any time from everywhere.

Notifications
Customizable real-time                                                    

alerts & noti�cations
are sent to administrators’                                       

phones or computers.

Access
Only keys assigned by the 

administrator are accessible to 
authorized users. All other keys 
remain securely locked inside.

Security
Keys are secured 
when not in use and 
can only be accessed 
by authorized users

Efficiency
Reduce time and 
frustration associated 
with manually checking 
keys in and out

Accuracy
Maintain consistent 
details across systems 
without additional 
data entry

Advantages
•Fast simple installation & operation
•PoE-powered (no need for dedicated power)
•100% cloud-based (no need for IT staff)
•Hosted by Microsoft Azure (encrypted data) 
•Easy-to-navigate dashboard
•Realtime configurable alarms & reporting.
•Integrates with existing access control system.

Requirements
Torus cabinet
Torus software account + integrations 
ZKTeco multi-credential reader
ZKBioSecurity software license

Unified Reporting
Enjoy comprehensive 
reporting and a single 
source of truth
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